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Information Management

AIR FORCE PRIVACY ACT PROGRAM

COMPLIANCE WITH THIS PUBLICATION IS MANDATORY

NOTICE: This publication is available digitally on the HQ AFMC WWW site at: http:/
afmc.wpafb.af.mil. If you lack access, contact the Air Force Publishing Distribution Center (AFPDC).
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17 April 1995 Distribution: F

This supplement implements AFPD 37Air Force Information Management (will convert to AFPD
33-3). It also implements Department of Defense (DoD) Directive 5400dgartment of Defense Pri-

vacy Program 9 June 1982, and DoD 5400.11{partment of Defense Privacy PrografAugust

1983. It expands on the guidance provided in the AFI and applies to all offices of record within AFMC,
tenant organizations on AFMC host installations, all contractors who operate a Privacy Act system of
records or have access to records containing a Privacy Act personal identifier. Use this with DoD 5400.7
Air Force Supplement, AFMC SupplemenfFteedom of Information Act Prograrwhich has been sup-
plemented. It does not apply to Air National Guard or the US Air Force Reserves.

SUMMARY OF REVISIONS

This supplement supersedes AFI 37-132/AFMC Supplement 1, 17 Apr 95, and provides updated termi-
nology and instructions. Refer to AFMAN 37-139 table 37-19, for information governing retention of
Privacy Act-related records.

AFI 33-332, 12 Oct 99, is supplemented as follows:

1.4.4. The Freedom of Information Act (FOIA) manager will also serve as the Privacy Act (PA) Man-
ager. At each AFMC field activity that reports directly to HQ AFMC, the Chief, Information Manage-
ment, will designate an Installation PA Manager. Send the name, grade, telephone number, and addre:
of the installation PA manager to HQ AFMC/SCDP. Any changes must be sent immediately to the Com-
mand PA Manager.

1.4.5. The AFMC PA Manager:
*Develops command-unique policy.
*Responds to requests for assistance or information regarding the PA.
*Is responsible for training installation managers.
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*Provdes basic traimg plan ouines, which ma beused by installation R mana@rsto train system
managers ahsystem mortors.

*Submis conmand repot.
*Coordinates/forwards sgtem noticeschangesto AFCIC/ITC

1.4.6. Within AFMC, PA Officers shall be referedto a: Installation PA Managers:
*Trainssystem managers dmrganizational momors.
*Provides asistance.
*Investigatesomplaints n coardination with thelG office.
*Coordinates o system notice issLes.
*Ensuresrequests/appea are procesed propely (for written requedt
*Prepares installations' annueport.
*Coordinateson recommended system ndice changes.

1.4.7. Within AFMC, the OPRof a systemrmotice will be congilered the Primay System maager and is
responsiblgor the overal mainterance of the systemnotice. The Primay System Manager:

*Evaluatesecommendation®r sysem change/deletions.

*Prepares and foads system notice amendmg&nthan@s and initation actions to HQ ARMC/
SCDP (thru you base PA manage).

Organizational Chiefs: All organizational chiefs mustensurepersaal information is colleded, stored,
distributed and destroyein accordancevith the Rivacy Act. Therefore, eachrganization chief will:

*Ensure a Functional AaeRecordsManager (FARM) is appointed to alserve as the organization
PA Monitor.

*Ensures the PAMonitor receives PAraining.
*Develops/coordinates changesth the PA Monitor ard the Installatio PA Mareger.

*Forwardsrecommended syan notice initiations/chargg/additions etdo the installation PA Man-
ager(limiting thescope 6 asystem does naonsttute a changenitherecord sysem).

*Assiststhe PAMonitor in resolvirg issues/disaepancis.
*Ensure reportare prepam@and fawarded to the installatio PA Manager.
*Ensure the PMonitor documentsand reportslisclosurs.

1.4.8. PA Monitas:

Not all organizations routinely maintain penal iformation in asystem of records. However, unique
requirements occur in which organizatiomalefs request grsonal iformation besubmitted. Theréore,
ead organizational chiefmust appointa PAmonitor.

*Ensuresall personalithin the organization are trained on mopersonal infamation is collected,
stored, distribted and destroyeth acordancewith the Privacy Act.

*Recommend initiating/changing/deletioning systeotices.
*Ensures requestlisclosuresare documenteproperly.
*Prepares/fvards PrivacyAct annu&report data o the irstallaton PA marager.
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*Saves asan asistantto installationPA manage.

4.2. If an individualrequests acas or copie®f their ownrecords, whichcan be totallyreleased, do not
require therequester to make a formaritten request Only requie a requesteo submit aformal writ-
ten requst when the records may kaetermineda partial or total ders or when reqesting an amend-
ment b their records (see paragraphdand chapteb of AFI 33-332.

4.5. Within AFMC, authaity is delegated 6 the FOIA initid denial authority [DA).
5.5. Appliesto either acess oamendment denisl

6.3. The Rimary Sysem manager will faward a hardcopy andectronic copy of thesystem notice to
the Commad PA manager BHQ AFMC/SCDP. It will then be forwarded to AFCIC/ITC fgublishing
in theFederal Register.

7.3. All personal iformatian must be destroye before beiry discarded.

9.6.1. Use AF Form 771Accounting of Disclosures, to docunent disclosures of infamation from each
individual record and incorporatetiinto the atual record Use AFMC Form 560 Privacy Act Request
Log, to facilitake compiing totalsfor the annual report Maintain ore copy perAFMAN 37-139,Records
Dispasition Scheduletable 3720, rule 11.

11.1. Local installationPA managers subrannud reportsto HQ AFMC/SCDP ly 15 February.
11.2. (Added) Form(s) Prescribed. AFMC Form 560 Privacy Act Requst Log, dated Mar 95

DEBRA L. HALEY
Director of Communicatio and Information



